

SA WG2 Temporary Document
Page 3

SA WG2 Meeting #122bis	S2-175663176112
21 - 25 August 2017, Sophia Antipolis, France	(Revision of S2-17xxxx175663)
Source:	Huawei, HiSilicon, NEC
Title:	TS 23.502: Updates to CN-initiated deactivation of UP connection of an existing PDU session
Document for:	Approval
Agenda Item:	6.5.3
Work Item / Release:	5G_Ph1 / Rel-15
Abstract of the contribution: It is proposed to updates triggers to the CN-initiated deactivation of UP connection of an existing PDU session procedure and other related procedures.
Discussion
It was agreed to add CN-initiated deactivation of UP connection of an existing PDU session procedure to TS 23.502 in the last meeting SA2 #122. However, it is FFS which events will trigger this procedure. The UP of PDU session may be deactivated in the following scenarios.
1. 	CM-IDLE state transition: The UE enters CM-IDLE state, the UP of all PDU sessions are deactivated as described in clause 5.3.3.2.2. This trigger is out of scope of this contribution.
2.	Data activity of PDU Session: When the PDU session has no data activity in both uplink and downlink, the UP may be deactivated. 
3.	UE mobility events:
-	The UE moves out of LADN service area, the SMF may decide to deactivate a PDU session connected to this LADN as described in clause 5.6.5 of TS 23.501.
-	The UE moves into a Non-allowed area from an Allowed, the SMF may decide to deactivate UP of all PDU sessions except the regulatory prioritized service a described in clause 5.6.1 of TS 23.501.
4.	Lacks of (R)AN resources:
-	During handover, if the (R)AN does not provide radio resources for all QoS flows of a PDU session, the SMF shall deactivate UP of this PDU session. 
- 	When the UE or network requests to activate UP of PDU session, if the request is unsuccessful, the UP of this PDU session remains deactivated.
The triggers 1, 3, 4 are well understood. However, the trigger 2 needs more discussion whether it brings real benefits to the network operation.
1. Benefits of UP Deactivation for Data Inactivity PDU Session
When the UP of PDU session is activated, the (R)AN needs to reserve radio resources, especially for GBR QoS flows. Additionally, for mobility UEs, the RAN and CN has to handle the path switch request. In some cases, even the UPF needs to be relocated during handover, which may lead to PDU session re-establishment in case of SSC modes 2 and 3. Therefore, it may be more efficient to deactivate UP of PDU session if the PDU session has no data activity for a certain period.
2. Disadvantages of UP Deactivation
If a PDU session has been just deactivated, then the UE has UL data or there are DL packets, the PDU session has to be re-activated. This will cause transmission delay and increase signalling overhead.
3. Which network entity to monitor PDU Session data activity
The UE, (R)AN and UPF can monitor the data activity of PDU sessions. The pros of cons of using these entities to monitor data inactivity are compared below.
	
	Pros
	Cons

	UE
	- UE knows exactly data activity
	- Adding complexity to UE design
- RRC signalling overhead for UE to send UP deactivation request
- CN relies on the UE to perform UP deactivation, which may have trust issue

	(R)AN
	- (R)AN is already configured to monitor data inactivity for UE Context Release as specified in 4.2.6 of TS 23.502. (R)AN can monitor data activity of individual PDU sessions.
- RAN knows exactly when UE has no data activity
	- During handover, the value of Data Inactivity Timer may need to be transferred from S-RAN to the T-RAN.

	UPF
	- UPF that is UL CL or Branching point or PSA can monitor data activity
	- UPF may not know the (R)AN buffer status, for example when the UE is in RRC_INACTIVE state.
- During UPF relocation, the value of Data Inactivity Timer may need to be transferred from S-UPF to the T-UPF.



From above comparison, (R)AN can provide more accurate data activity of PDU session. 
Proposal
Proposal 1: It is proposed to add triggers for UP deactivation: Data inactivity and lack of radio resources triggered by (R)AN, and UE mobility events triggered by AMF.

The following changes are proposed for TS 23.502.

* * * * Start of 1st Changes * * * * 
[bookmark: _Toc487807523][bookmark: _Toc473190644]4.3.7	CN-initiated deactivation of UP connection of an existing PDU session
NOTE:	This procedure is not applicable to non-3GPP access.
The following procedure is used to deactivate UP connection (i.e. data radio bearer and N3 tunnel) for an established PDU session of a UE in CM-CONNECTED state. [image: ]
Figure 4.3.7-1: CN-initiated deactivation of UP connection for an established PDU session
1. The SMF determines that the PDU session can be deactivated in following cases:
. -	All the QoS Flows of a PDU session are rejected by the target RAN during handover procedure as described in clause 4.9.1.
-  The UPF detects that the PDU session has no data activity for a configured period.
-	For a LADN PDU session, the AMF notifies to the SMF that the UE moved out of the LADN service area.
-	The AMF notifies to the SMF that the UE moved out of the allowed area.

Editor's note:	How the SMF determines that the PDU session can be deactivated is FFS.
2.	The SMF initiates an N4 Session Modification procedure indicating the need to remove (R)AN Tunnel Info for N3 tunnel of the corresponding PDU session.
3.	The SMF sends an N11 message containing N2 SM Session Release Request to release the (R)AN resources associated with the PDU session.
4.	The AMF forwards an the N2 SM PDU Session Request containing N2 Session Release Request received from the SMF via N2 to the (R)AN.
5.	The (R)AN may issue AN specific signalling exchange with the UE that is related with the information received from the AMF. For example, if the 3GPP RAN has received an N2 SM request to release the RAN resources associated with the PDU session, an RRC Connection Reconfiguration may take place with the UE releasing the RAN resources related to the PDU Session.
6.	The (R)AN acknowledges the N2 Session Release Request by sending an N2 PDU Session Response to the AMF.
7.	The AMF sends an N11 message to acknowledge the SM request received in step 3.
* * * * End of 1st Changes * * * *


* * * * Start of 2nd Changes * * * *
[bookmark: _Toc487807534]4.9.1.1.1	Xn based inter NG RAN handover without User Plane function relocation
This procedure is used to hand over a UE from a source RAN to target RAN using Xn when the AMF is unchanged and the SMF decides to keep the existing UPF. The UPF referred in this clause is the UPF which terminates N3 interface in the 5GC. The presence of IP connectivity between the Source UPF and Target UPF is assumed.
The call flow is shown in figure 4.9.1.1.1-1.


Figure 4.9.1.1.1-1 - Xn based inter NG RAN handover without UPF relocation
1.	The Target RAN sends an N2 Path Switch Request message to an AMF to inform that the UE has moved to a new target cell and a list of PDU Sessions to be switched. Depending on the type of target cell, the Target RAN includes appropriate information in this message.
	For the QoS flows to be switched to the Target RAN, the N2 Path Switch Request message shall include the list of accepted QoS flows.
2.	The AMF sends N2 SM information by using an N11 Message to each SMF associated with the list of PDU Sessions received in the N2 Path Switch Request.
	For the PDU Sessions to be switched to the Target RAN, upon receipt of the N11 Message, each of these SMFs determines whether the existing UPF can continue to serve the UE. If the existing UPF cannot continue to serve the UE and it is not a PDU session anchor, steps 3-11 of clause 4.9.1.2 are performed. Otherwise, the following steps 3 to 6 are performed by each of these SMFs if their existing UPFs can continue to serve the UE.
	If all the QoS flows of the PDU session(s) are not accepted by the Target RAN, the SMF deactivates those PDU session(s) after the HO procedure.
Editor's note:	It is FFS whether to release or deactivate the PDU session(s) if all of their  QoS flows are not accepted by the Target RAN.
If only partial QoS flows of the PDU session(s) are accepted by the target RAN, the SMF may initiate the PDU session modification procedure to remove  non-accepted QoS flows from the PDU session(s) after the HO procedure.
	For the PDU session(s) which are deactivated before HO procedure, the SMF(s) keep the deactivation status after HO procedure. AMF sends the UE's location information to the corresponding SMF if the mobility event is subscribed. SMF may reselect a UPF according to the current UE's location for the PDU session.
3.	For PDU Sessions requested by the Target RAN, the SMF sends an N4 Session Modification Request (RAN address, tunnel identifiers for downlink User Plane) message to the UPF.
4.	The UPF returns an N4 Session Modification Response (Tunnel identifiers for uplink traffic) message to the SMF after requested PDU Sessions are switched.
5.	In order to assist the reordering function in the Target RAN, the UPF sends one or more "end marker" packets on the old path immediately after switching the path. The UPF starts sending downlink packets to the Target RAN.
NOTE:	Step 6 can occur any time after receipt of N4 Session Modification Response at the SMF.
6.	The SMF sends an N11 Message Ack (CN Tunnel Information) to the AMF for PDU Sessions which have been switched successfully. The SMF sends an Nsmf_PDUSession_UpdateSMContext response without including the CN tunnel information to the AMF for the PDU session(s) which is to be released, and then release the PDU session(s) in a separate procedure as defined in clause 4.3.4.
7.	Once the N11 Message Response is received from all the SMFs, the AMF aggregates received CN Tunnel Information from these responses and sends this aggregated information as a part of N2 SM Information in N2 Path Switch Request Ack to the Target RAN. If none of the requested PDP Sessions have been switched successfully, the AMF shall send an N2 Path Switch Request Failure message to the Target RAN.
8.	By sending a Release Resources message to the Source RAN, the Target RAN confirms success of the handover. It then triggers the release of resources with the Source RAN.

* * * * End of 2nd Changes * * * *

* * * * Start of 3rd Changes * * * *
[bookmark: _Toc487807539]4.9.1.2.2	Intra AMF, inter NG-RAN node handover without Xn interface
4.9.1.2.2	Intra AMF, inter NG-RAN node handover without Xn interface



Figure 4.9.1.2.2-1: Intra AMF, inter NG-RAN node handover without Xn interface
Editor's note:	Details of Data forwarding are not shown in the Figure above and are FFS.
Editor's note:	The interaction between AMF and multiple SMF(s) during handover preparation phase may cause handover delay or handover failure. It is FFS whether there is need for this interaction during handover preparation phase.
1.	S-RAN to AMF: Handover Required (Target ID, Source to Target transparent container, PDU session IDs).
Source to Target transparent container includes RAN information created by S-RAN to be used by T-RAN, and is transparent to 5GCN.
All PDU sessions handled by S-RAN (i.e. all existing PDU sessions with active UP connections) shall be included in the Handover Required message, indicating which of those PDU session(s) are requested by S-RAN to handover.
2.	AMF to SMF: PDU Handover Request (PDU session ID, Target ID).
This message is sent for each PDU-session indicated, by S-RAN, as an N2 Handover candidate.
PDU session ID indicates a PDU session candidate for N2 Handover.
3.	Based on the new location info, SMF checks if N2 Handover for the indicated PDU session can be accepted. The SMF checks also the UPF Selection Criteria according to clause 6.3.3 of TS 23.501 [2]. If UE has moved out of the service area of the UPF connecting to RAN, SMF selects a new intermediate UPF.
4a.	[Conditional] SMF to T-UPF (intermediate): N4 Session Establishment Request
If the SMF selects a new intermediate UPF, target UPF (T-UPF), for the PDU session and if CN Tunnel Info is allocated by the T-UPF, an N4 Session Establishment Request message is sent to the T-UPF, providing Packet detection, enforcement and reporting rules to be installed on the T-UPF. The PDU session anchor tunnel info for this PDU Session is also provided to the T-UPF.
4b.	T-UPF (intermediate) to SMF: N4 Session Establishment Response
The T-UPF sends an N4 Session Establishment Response message to the SMF with CN DL tunnel info and UL Tunnel info (i.e. N3 tunnel info). The SMF starts a timer, to be used in step 21a.
5.	SMF to AMF: PDU Handover Response (PDU session ID, SM N2 info).
The SMF includes the result in SM N2 info sent, transparently for the AMF, to the T-RAN. If N2 handover for the PDU session is accepted the SM N2 info also includes PDU session ID, N3 UP address and Tunnel ID of UPF, and QoS parameters.
[bookmark: _GoBack]The SMF sends an Nsmf_PDUSession_UpdateSMContext response without including the CN tunnel information to the AMF for the PDU session(s) which is to be released, and then release the PDU session(s) in a separate procedure as defined in clause 4.3.4.
6.	AMF supervises the PDU Handover Response messages from the involved SMFs. The lowest value of the Max delay indications for the PDU sessions that are candidates for handover gives the maximum time AMF may wait for PDU Handover Response messages before continuing with the N2 Handover procedure. At expiry of the maximum wait time or when all PDU Handover Response messages are received, AMF continues with the N2 Handover procedure (Handover Request message in step 8).
Editor's note:	How the delay value for each PDU session is determined is FFS.
7.	[Conditional] AMF to SMF: PDU Handover Cancel (PDU session ID).
	A PDU Handover Response message arriving too late (see step 5) is indicated to the SMF allowing the SMF to deallocate a possibly allocated N3 UP address and Tunnel ID of the selected UPF. A PDU session handled by that SMF is considered deactivated and handover attempt is terminated for that PDU session.
NOTE: Step 6 and 7 may start at step 4 and be performed in parallel with that and later steps.
8a.	[Conditional] AMF to SMF: Modify PDU Request (PDU session ID, Target ID).
This message is sent for each PDU-session not included by the S-RAN as an N2 Handover candidate in the Handover Required message.
	PDU session ID indicates a PDU session not in the list of candidates from S-RAN.
Editor's note:	Whether this step is executed for all PDU sessions without active UP connections is FFS.
8b.	[Conditional] SMF to AMF: Modify PDU Response (PDU session ID).
This message is sent for each received Modify PDU Request message.
SMF selects a UPF that supports N3 connectivity towards the T-RAN.
Editor's note:	The details of SMF and UPF interaction is FFS.
9.	AMF to T-RAN: Handover Request (Source to Target transparent container, MM N2 info, SM N2 info list).
AMF determines T-RAN based on Target ID. AMF may allocate a GUTI valid for the UE in the AMF and target TAI.
Source to Target transparent container is forwarded as received from S-RAN. MM N2 info includes e.g. security information and Handover Restriction List.
SM N2 info list includes SM N2 info from SMFs in the PDU Handover Response messages received within allowed max delay supervised by the AMF mentioned in step 6.
10.	T-RAN to AMF: Handover Request Acknowledge (Target to Source transparent container, SM N2 response list, PDU sessions failed to be setup list).
Target to Source transparent container includes a UE container with an access stratum part and a NAS part. The UE container is sent transparently via AMF and S-RAN to the UE.
	The information provided to the S-RAN also contains a list of PDU session IDs indicating PDU sessions failed to be setup and reason for failure (SMF decision, SMF response too late, or T-RAN decision).
	The SM N2 response list includes, per each received SM N2 info and by SMF accepted PDU session for N2 Handover, a PDU session ID and an SM N2 response indicating the PDU session ID and if T-RAN accepted the N2 Handover request for the PDU session. For each by T-RAN accepted PDU session for N2 Handover, the SM N2 response includes N3 UP address and Tunnel ID of T-RAN.
11.	AMF to SMF: Modify PDU Request (PDU session ID, SM N2 response).
	For each SM N2 response received from the T-RAN (included in SM N2 response list), AMF sends the received SM N2 response to the SMF indicated by the respective PDU Session ID.
	If no new T-UPF is selected, SMF stores the N3 tunnel info of T-RAN from the SM N2 response if N2 handover is accepted by T-RAN.
12a.	[Conditional] SMF to T-UPF (intermediate): N4 Session Establishment/Modification Request
	If new UPF is selected and step 4a/b is performed, the SMF shall send N4 Session Modification Request indicating DL tunnel info of T-RAN to the UPF if N2 handover is accepted by T-RAN.
	If new T-UPF is selected and step 4a/b is not performed, the SMF shall send N4 Session Establishment Request indicating N3 tunnel info of T-RAN to the UPF if N2 handover is accepted by T-RAN. The SMF shall also provide Packet detection, enforcement and reporting rules to be installed on the T-UPF. The PDU session anchor info for this PDU Session is also provided to the T-UPF. The SMF starts a timer, to be used in step 21a.
(skip unchanged text)
* * * * End of 3rd Changes * * * *
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